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Shar ePoint 2010 Configuring Diagnostic L ogging

Access SharePoint 2010 Central Administrator:

' SharePaoint 2010 Central
Adrinistration
% S0L Server Management: Studio | Microsoft SharePoint 2010 Products
%2 sharePoint 2010 Central Administration
e Microsoft visual Studio 2010 > &5, sharePoint 2010 Management Shel
. {Q\ SharePoint 2010 Producks Configuratior
wall |
Ik, JIJI Task Scheduler | Microsoft Silverlight
= | Microsoft Sikverlight 3 SOk
;‘: Services | Microsoft SQL Server 2005
- | Microsoft SQL Server 2008 B2
f} Gizmio |, Microsaft Sync Framework
| Microsoft Visual Studio 2005
- | Microsoft Yisual Studio 2010
‘ Camputer Managermenk
1 Back
r &l Programs

I |search programs and Files

I |search programs and Files E

Click monitoring:

Monitorin
|&I Review oroblems and solutions A_ E
CheclTrack, report, and view the health and status of your
SharePoink Farm

T ™

W

Under Reporting click Configure diagnostic logging:

My Reporting
Wiew administrative reports | Configure diagnostic logging

Rewview Information Managerment PD'ID'{." Heanes Beports | Wiew bhealth rennrts

Configure usage and health data mllem'l;:;?nble and configure advanced logging settings Faor this
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Select and check the category or subcategory you wish to utilize:

Event Throttling
Select a categary

Use these settings to
contral the severity of )
events captured in the = [~ all Categories
Windows event log and the
trace logs, As the severity

decreases, the number of [~ Administration Information Mediurm
events logged will increase.

Category Event Level Trace Level

[~ Access Services

[~ Application Publishing Information Medium
‘fou can change the settings . .
For any singlegcategory org [~ Data Layer Information Medium
)
for all categories. Updating [~ Expression Service Information Mediurn
all categories will lose the
changes to individual [~ Macro Processor Information Medium
categories, . .
[~ Query Processor Information Medium
[~ Unknown Information Mediurm
[~ User Intsrface Information Medium
[~ web Front End Information Mediurm

® [~ Business Connectivity Services
® [T Docurmnent Conversions

@ [T Document Management Server
® [ eApproval

® [~ Excel Services Application

@ [ InfoPath Forms Services

Select the level for which you want to utilize:

Least critical event to report to the event log SeIeCt the CheCkbOX for Enable Evmt Log
= Flood Protection, Verify the Path under
Least critical event to report to the trace log Trme Log aSWdI as the Other defa»llted
= information such as Number of daysto
storelogs and click OK.

Event Log Flood
Protection

Enabling this setting allows
detection of repeating

View thetogs as desired (in my case | utilized the default path below):

event is being logzed
repeatedly, the repeatirg

CXPrégEaiiiiiles\Common Files\Microsoft Shared\Web Server Extensions\14\L OGS

return ko rofmal,

v .
¥ Enab e Event Log Flaod Protection

T L
) path
When tracing is enabled you |°.-"oCcrnmonProg’amFiIes°fo\\‘1icrosoft Sharedyweb Server Extensionsi144L0GSY

may want the trace log to e Ty o i, = S B
ao 3 a certain location. Example: C:\Precgram FileshCommon FileshM crosoft SheredyWweb Server Extonsionst14WL0CS

Mote: The ocation you Munber of davs to stare log files
specify musk exist an all 14
servers in the Farm,

Restrict Trace Log disk space usage
Addtionally, you may set
the naimumn nurber of O
days ko ctore log files ard
restict the maxirrum Maximum storage spaze for Trace Logs (GB)
amaount of skorage bo uss 1nn
fFar 1agging, Learn abouk
using the tace log,

Restrict Trace Lcg disk space usage

QK Cance

WEBSITE: HTTP://WWW.KMO.NAME
E-MAIL: ONEILLWEBSITE@VERIZON.NET
USE ALL COMMANDS AT OWN RISK



HTTP://WWW.KMO.NAME
mailto:ONEILLWEBSITE@VERIZON.NET

